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Decision/action requested

Please discuss and approve the contribution.
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3
Rationale

In clause 5.14, the policy configured by the operator for the network slice instance. However, this policy configuration is create by the operation might be general for the NSI, which may not meet customer’s expectation. Hence, it is possible that the customer creates its own policy configuration for its requested service under the general policy configuration background and operates such policy configuration without affect the other customer or other NSIs.
This contribution proposes a network operation use case specification where an operator provides a dedicate network slice instance to a tenant, such as enterprise and MVNO. 

The tenant is the user and owner of the network slice instance, therefore operator should permit the tenant to operate the network slice instance in a certain extent. When there are numerous slice instances, each customer of a slice instance will have its own service level agreement with the operator that states the operation permission of the network slice.    

For example, the figure below shows there is a dedicated PCF (Policy Control Function) in the slice instance. The operator will provides the common policy control rules for all the UEs beside the tenant’s own UEs. The tenant can provides specific policy control rules for their own UEs in the slice instance under the common rules from the Operator. 
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Figure 1: Operator and Customer operate the policy rules through NSMF
Traditionally operator will provide some operation APIs for the customer to add, remove, modify and list the rules in the dedicated PCF through operator’s network management system. It is applicable to configure the operation permission for the customer in the operator’s network management system. However, it will bring much complexity to the network management system considering the following situations:
· There may be numerous slice instances for different customers.
· Two or more customers may share a slice instance, and their permission may be different.
· Different vendors may provide slice instances, so their configuration will be different. The network management system should adapt different vendors.
· The legacy NMS may not cooperate with NSMF very well, so that it may configure to support the operation permission after each slice instance deployment.
Since the Network Slice Management Function manages the network slice instance, it is an efficient solution that operator and customer operate the PCF in the slice instance through Network Slice Management Function. The Network Slice Management Function rather than network management system should provide an appropriate operation interface to the customer. Network Slice Management Function should also supports operation permission configuration for the scenarios mentioned above. 
4
Detailed proposal

It is proposed to make the following changes to TR 28.801[1].
	1st proposed change


5
Use cases
5.14
Management support for policy configuration

5.14.1
Pre-conditions
The network slice management function has decided to create a new network slice for the customer and the policies for the operation and management of the respective slice need to be created. 

The customer of the network slice instance wants to acquire the operating permission of policy configuration of network functions and services in scope of the created general policies.
Editor’s Note: whether the network slice management function provides operation to the customer directly or indirectly through NM is FFS.
5.14.2
Description

Policy management functionality is required to derive appropriate policies for network slice instance operation and management according to service requirements and available network resources. 

The policy may be accompanied by the information on what needs to be done if the configuration based on the policy is violated.
Under the background of the general policies created by the network slice management function, the customer may create several policy configuration for the requested services according for the different running status of the network slice instance and further request to operate these policy configurations.
Before these policy configurations from the customer are accepted, the operator should check

· if the policy configurations from the customer is against the resource usage policies of all services provided by the network slice instance.

· if the policy configurations from the customer has negative affect on the services in the other slice instances sharing network functions with this network slice instance.
The operator and the customer should negotiate these policy configurations and reach an agreement on the operating permission of the policy configuration before the slice instance is ordered. The network slice management function provides the agreed policy configuration permission to the customer during the lifecycle of the network slice instance.

5.14.3
Post-conditions
Appropriate policies are configured and enforced to ensure the proper operation and management of the network slice instances. The customer could operate the agreed policy configurations of the network slice instance.
	2nd proposed change


6
Potential Requirements

6.4
Requirements for network slice configuration management
REQ-NSM_CM-CON-1
The network slice management function shall be able to support the following capability when creating a new network slice instance with common and slice specific CN functions and shared AN:
· Configuration of existing common CN network functions to support a new network slice instance.
· Configuration of existing slice specific CN network functions to support a new network slice instance.
· Configuration of existing shared AN to support a new network slice instance.

REQ-NSM_CM-CON-2
The network slice management function shall be able to support the following capability when modifying a network slice instance:
· Configuration of an existing CN network function.

REQ-NSM_CM-CON-3
The network slice management function shall be able to support the configuration of network slice instance.
REQ-NSM_CM-CON-4
The network slice management function shall be able to support the following capability when terminating a network slice instance for common CN functions:
· Configuration of the CN network functions.

REQ-NSM_CM-CON-X
The network slice management function shall be able to support providing configuration operating permission of CN network functions to customer:
· Policy configuration of the CN network functions.

	End
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